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Security for BlackBerry PlayBook 

 eperi Mobile Security now supports RIMs PlayBook

 Encryption of communication between company and PlayBook

 Automatic Roll-out of software and certificates

The current release of Mobile Security (BlackBerry) now supports RIMs 
new Business Tablet - PlayBook 1.0. Companies benefit from an efficient, 
easily manageable security solution on basis of certificates, encrypting 
the entire communication between company and PlayBook. 

Darmstadt, 01.09.2011 – Requirements of companies and public authorities 

regarding mobile communication are increasing as demands on staff and 

process flexibility and availability are increasing. For years now, BlackBerry 

Smartphones and the related infrastructure enable the efficient „mobilization“ 

of processes and staff. The ever-increasing demand on mobile end devices is 

met by RIM with the BlackBerry PlayBook. Combined with a BlackBerry it 

provides a convincing usability for enterprise users offering features like Flash 

support (e.g. simplifying handling SAP applications) or multitasking.  

Time and again discussions come up concerning the RIM infrastructure 

security. Companies and public authorities with their elevated need for security 

often express concerns regarding data communication using the RIM 

infrastructure. 

Here the eperi Mobile Security (BlackBerry) solution comes in, providing 
encryption of the entire data communication with the BlackBerry. The 

encryption is done according to standardized hybrid methods. Thus the 

security of a PKI is made available also on BlackBerry PlayBooks and 

requests for confidentiality and data integrity may be realized. So the RIM 

infrastructure, used by all BlackBerry devices, is passed through safely 

encrypted. eperi Mobile Security enables a secure communication - also via 

the RIM-Relay nodes abroad – without affecting the BlackBerry PlayBook 

usability. 

Also roll-out of software and keys as well as administering the solution met 

state-of-the-art requirements concerning efficiency and usability. So the entire 

security solution may be administered easily and efficiently by using the central 

administration. This includes administering Mobile Security (BlackBerry) on the 

mobile device as well as the user-, device- and certificate management. The 

key roll-out is safely done using the eperi-over-the-air technology. Thus a roll-

out on any number of end devices may be realized. 

eperi–Mobile Security (BlackBerry) provides secured data 
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communication with standardized PKI algorithms for BlackBerry PlayBook. 

Companies benefit from the option to use BlackBerry devices even for 

sensitive business processes without taking security risks. Simple 

administration with integration options for mobile users, certificates and Trust 

Center, optional upgrades as well as automatic roll-out turn Mobile Security to 

the well tried and tested enterprise solution for mobile devices – now for 

BlackBerry PlayBook 1.0! 

BlackBerry and PlayBook are exclusive property and trademark resp. registered trademark of 

Research In Motion Limited
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About eperi 
eperi provides an innovative IT security solution for data in the cloud. Our 
securityRunTime is build as an open source solution. It is used by leading international 
enterprises.

The company was founded in 2003 and is located in Darmstadt, Germany. Since the 
beginning of 2014 we sign with our new name: eperi GmbH. With more than 10 years 
experience in software development we stand for information security that is trusted: 
eperi.de/en

Contact
Henriette Heidbrink
eperi GmbH
Uhlandstraße 9
64297 Darmstadt
Telefon +49 (6151) 95130 33
Fax +49 (6151) 95130 66
henriette.heidbrink@eperi.de
eperi.de/en

eperi Mobile Security now supports  BlackBerry PlayBook 1.0
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